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Abstract of the contribution: this paper proposes modifications to RLOS architectural assumptions, based on the recent response from SA1 in LS S1-174602.
Discussion
In their LS S1-174602, SA1 states that 
1) "it cannot be assumed that a UE is always aware that its request is for a Restricted Local Operator Service (RLOS). A UE that is accessing an RLOS may know that it is an RLOS attempt, and may be provisioned to send an RLOS indication to the serving network. Alternatively, as in the case of a manual roaming service, the UE may not have that awareness and may not be provisioned to provide an RLOS indication to the serving network. SA1 has agreed the attached CR, which includes a requirement that a UE includes the RLOS indicator when it knows it is accessing RLOS."

Consequently, the architectural assumption "The UE shall indicate to the EPC and the IMS network that the request is a request for RLOS" needs to be updated. 

2) " The IMS PARLOS requirements in TS 22.228 point to the general PARLOS requirements in TS 22.101, so SA2 should support both IMS and non-IMS based RLOS. For security reasons, SA1 assumes such an IMS service would be securely isolated from any other IMS infrastructure."

Hence, the architectural assumption "RLOS are accessed via IMS sessions" needs to be updated as well.

3) " RLOS is intended for access by unauthenticated UEs. In the case where a UE is accessing a known RLOS and provides an indicator, authentication is skipped. In the case where a UE is not aware it is accessing an RLOS and no indicator is sent, authentication may be attempted and fail. In RLOS, authentication refers to access authentication. SA1 would like to clarify that an authenticated device may access the same services that are provided as RLOS, but in this case it is not within the scope of RLOS."

These cases need to be documented in the architectural assumptions. The editor's note related to the case of authenticated UEs can now be resolved as follows:
-
If the UE is regularly attached to the VPLMN. In this case, the UE can access to the same service as RLOS, but via a regular PGW and the regular IMS network (for IMS services) i.e. not isolated from the regular services. Hence outside PARLOS.

-
If the UE is not allowed to access the EPC via that cell (e.g. UE forbidden in the Tracking Area due to regional restrictions, or UE not allowed in the PLMN), the UE may be authenticated (e.g. if it does not provide the RLOS indicator). In this case, the UE would access the real RLOS via a specific PGW and an isolated IMS network. 

Additionally,

-
Because the SID justification states " The ability to provide access to such local services has been available to U.S. operators on a proprietary basis. However, the wide deployment of LTE and corresponding introduction of VoLTE creates demand for a standardized mechanism to allow a UE to access these services (e.g., dialing a particular digit string, accessing a captive portal) without necessarily being successfully authenticated for access." and because the objectives section state "This feature is only applicable to EPS 3GPP access.", it is assumed that there is no requirement for GERAN and UTRAN, and therefore no need for inter-RAT handovers.

-
The feature does not either apply to non-3GPP access.

-
Because RLOS is intended for unauthenticated UEs, there is no mobile terminating service requirements.
Proposal

It is proposed to update TS 23.715 as follows.
FIRST CHANGE
4.1
Architectural Assumptions

The goal of the study is to enable access to those Restricted Local Operator Services (RLOS), however the definition of such restricted local operator services offered by an operator is out of scope of 3GPP.

Architectural assumptions are the following:

-
Access to RLOS is only possible for UEs when using EPC via E-UTRAN as IPCAN.

-
Both unauthenticated and authenticated UEs can access RLOS via the same architecture. 
An UE is said unauthenticated in two cases: 
· In the case where a UE is accessing a known RLOS and provides an indicator: authentication is skipped; 
· In the case where a UE is not aware it is accessing an RLOS and no indicator is sent, and the authentication fails.
An authenticated UE not allowed to access EPC via the camping cell may access RLOS. 

An authenticated UE allowed to access EPC via the camping cell may access the same services that are provided as RLOS but in this case, it is not within the scope of RLOS.


-
The UE is not always aware that its request is for RLOS. However, when the UE is aware that its request is for RLOS, the UE shall indicate it to the EPC and the IMS network and authentication is skipped.

-
Allowing access to RLOS is completely under the local operator's control.
-
The solution shall support both UE's unaware they are making an RLOS attempt and UE's aware they are making an RLOS attempt (e.g., Rel 15 and later that is provisioned for RLOS).
-
The solution shall support both non-IMS and IMS RLOS services.
-
When RLOS are accessed via IMS sessions:

1)
they do not require any specific support for location over and above what is defined by IMS already;

2)
they do not require any specific support regarding call back to the user that has initiated the session;

3)
the IMS RLOS are securely isolated from any other IMS infrastructure.

-
Only UE-originated RLOS requests are supported.
-
No support of multiple PDN connections.
-
No support of mobile terminated services.
-
This feature is only applicable to EPS 3GPP access. 

-
Inter-RAT handovers and handover between 3GPP and non-3GPP accesses are not supported.

END OF CHANGES
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